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ABSTRACT

The recent increase in the use of artificial intelligence (AI) and the Internet of Things has 
given rise to fundamental changes that affect users’ daily lives. Smart connected objects and 
smart homes have appeared. The purpose of this study is to understand the acceptance and 
resistance factors of AI-based smart homes by combining the unified theory of acceptance and 
use of technology (UTAUT) with other relevant theories (technology acceptance theories from 
AI and robots research; regulatory focus theory; uses and gratifications theory; technology 
readiness theory) in a unified model. Cross-cultural data are collected in Western countries 
(France, Germany) and an Eastern country (China) and analyzed using ordinary least 
squares path analysis modeling. The results show that consumers pursue complementary 
types of goals when making decisions (e.g., utilitarian, prevention-oriented goals and affec-
tive, promotion-oriented goals involving well-being). We found a strong positive impact of 
smart homes’ technology security, trust, and well-being on people’s intention to use. Perceived 
privacy risks negatively influence people’s intention to use only in developed countries.

Keywords: smart home, smart city, artificial intelligence, IoT, technology acceptance, 
regulatory focus theory, uses and gratifications theory, technology trust, privacy concerns, 
well-being

RÉSUMÉ

L’augmentation récente de l’utilisation de l’intelligence artificielle (IA) et de l’Internet des 
objets a donné lieu à des changements fondamentaux qui affectent la vie quotidienne des 
utilisateurs. Des objets connectés intelligents et des maisons intelligentes sont apparus. L’objectif 
de cette étude est de comprendre les facteurs d’acceptation et de résistance des maisons intel-
ligentes basées sur l’IA en combinant la théorie unifiée de l’acceptation et de l’utilisation de la 

https://doi.org/10.54695/sim.026.04.055088
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technologie (UTAUT) avec d’autres théories pertinentes (théories d’acceptation de la technologie 
issues de la recherche sur l’IA et les robots ; théorie des focus régulateurs ; théorie des usages et 
gratifications ; théorie de la réceptivité à la technologie) dans un modèle unifié. Des données 
interculturelles sont collectées dans des pays occidentaux (France, Allemagne) et dans un 
pays oriental (Chine) et analysées à l’aide d’un modèle d’analyse de chemin des moindres 
carrés ordinaires. Les résultats montrent que les consommateurs poursuivent des types de buts 
complémentaires lorsqu’ils prennent des décisions (par exemple, des buts utilitaires, orientés 
vers la prévention, et des buts affectifs, orientés vers la promotion et impliquant le bien-être). 
Nous avons trouvé un fort impact positif de la sécurité technologique, de la confiance et du 
bien-être des maisons intelligentes sur l’intention d’utilisation. Les risques perçus en matière 
de vie privée n’influencent négativement l’intention d’utilisation que dans les pays développés.

Mots-clés : maison intelligente, ville intelligente, intelligence artificielle, IoT, acceptation 
de la technologie, confiance technologique, vie privée, bien-être

1. INTRODUCTION

The smart city concept emerged as a com-
bination of “ideas about how information 
and communication technologies, mainly 
based on the Internet of the things (IoT), 
might improve the functioning of cities” 
(Batty et al., 2012). The term smart city 
is thus gaining popularity, and every day, 
more cities are labeled smart; for example, 
in Bangkok, a full district was destroyed to 
create a new smart city, called One Bangkok, 
with smart buildings and smart apartments 
as well as roads and means of transport 
(Bangkok Post, 2021). Today, smart cities 
have become a major environmental, policy, 
and business challenge, as almost 55% of the 
world’s population live in urban areas, and it 
is expected that the number will increase up 
to 66% by 2030 (United Nations, 2016). On 
the other hand, the concept of smart cities 
and what they include are still considered 
to be a work-in-progress (Camero & Alba, 
2019), and academic research is scarce.

Smart homes, AI, and the IoT have been 
widely seen as promising to enhance the 
quality of life and well-being by providing per-
sonalized services and experiences (McKinsey 
Global Institute, 2013). The global smart 
home market is expected to grow by 25% per 

year to USD 119.26 billion by 2022 (Mordor 
Intelligence, 2021), while the European smart 
home market is expected to grow from USD 
22.8 billion in 2018 to USD 44.0 billion by 2024 
(Markets and Markets, 2020). Despite the 
potential benefits of smart homes and even if 
AI-based smart home technologies appear to 
be increasingly present in households, many 
consumers are still reluctant to use these 
technologies. The adoption and diffusion rate 
remains low (Yang et al., 2017); household 
penetration was 7.5% in 2017 (Statista, 2021), 
and only 23% of European and U.S. consumers 
have high purchase or rental intentions (IoT 
World Today, 2019) because they do not want 
to partially or fully delegate decision-making 
authority to AI and machines. Their concerns 
include loss of control, loss of freedom, pri-
vacy issues, hacking, uncertainty, distrust, 
and fear that technology could harm their 
health (Balta-Ozkan et al., 2014). Even if the 
academic community has intensified its efforts 
in examining the concepts of smart cities and 
homes, the perceptions of consumers about 
smart homes and the motives for adopting 
these solutions remain unclear (Marikyan et 
al., 2019). It is therefore important to examine 
smart home acceptance and adoption and 
the users’ perspective on the barriers that 
may hinder the implementation of smart 
homes. Based on these gaps coming from 
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the literature review and future research 
recommendations, our study is conducted in 
France, Germany and China and contributes at 
both the theoretical and managerial levels to 
existing research in different ways: foremost, 
like most of the research in the domain of 
AI, the IoT comes from engineering and 
computer science rather than the manage-
ment literature, our study offers different 
main contributions to management science 
research, shedding light on the research 
question, “which cognitive and affective fac-
tors positively and negatively influence the 
adoption of AI-based smart homes?”

On a theoretical level, our study thus 
contributes to information systems (IS) 
and marketing research and sheds light 
on consumers’ perceptions about the risks 
and benefits of AI-based smart homes. To 
fill this void, we have tested a conceptually 
integrated model incorporating a unified 
theory of acceptance and use of technology 
(UTAUT; Venkatesh et al., 2012) and other 
AI-based technology acceptance theories 
(Ostrom et al., 2019; Wirtz et al., 2018), 
regulatory focus theory (Higgins, 1997), 
uses and gratifications theory (Katz et al., 
1973) and technology readiness theory 
(Parasuraman & Colby, 2015) with less or 
no investigated affective variables as consu-
mers pursue complementary types of goals 
when making decisions (e.g., utilitarian, 
prevention-oriented goals and affective, 
promotion-oriented goals, involving affec-
tion, happiness, and well-being) (Avnet & 
Higgins, 2006). We thus combine a part of 
the UTAUT (effort-and performance expec-
tancy, with behavioral intention to use) with 
the AI-acceptance model from Ostrom et 
al. (2019) and the service robot acceptance 
model-sRAM (Wirtz et al., 2018) taking 
into account variables such as technology 
trust, technology security (perceived by 
approximately 50% as main barriers accor-
ding to a study of Statista (2021)), along with 

resistance factors such as privacy concerns 
(Pavlou, 2003), as there is scant research 
investigating customer resistance to techno-
logical innovations (e.g., Laukkanen, 2016). 
Next, we integrate trust into technology and 
well-being benefits, which are also highly 
relevant according to the study of Statista 
(2021). It is interesting to note that environ-
mental benefits are not even cited by poten-
tial users. Therefore, instead of concentra-
ting on the environmental benefits of smart 
homes, as in most existing studies in the 
literature (Balta-Ozkan et al., 2014), we 
focus on well-being-oriented smart homes, 
which are emphasized as highly relevant 
by almost 60% of the potential users in the 
Statista study and are considered a research 
priority in IS and marketing research (Blut 
et al., 2021). Furthermore, our research 
contributes to cross-cultural theory and 
understanding in IS research (Blut et al., 
2021). As most empirical studies about 
the effects of motivations of smart home 
use have focused only on a single country, 
we have addressed this gap by collecting 
data from diverse countries (China, France, 
Germany) that vary in terms of network/
technology readiness (Parasuraman & Colby, 
2015), cultures, uncertainty avoidance or 
risk aversions of privacy and technology 
risks (Hofstede, 1993).

2. LITERATURE REVIEW

Various definitions have been used to 
conceptualize and define smart cities, 
but no clear definition has been given. 
Through the IoT, the physical infrastruc-
ture, IT infrastructure, social infrastructure, 
and business infrastructure are connected 
to leverage the collective intelligence of 
the city. In smart city technologies, such 
as ICT, logistics, energy production, and 
IoT, applications are coordinated to create 
benefits for citizens in terms of well-being, 
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inclusion and participation, environmen-
tal quality, and intelligent development 
(Attour et al., 2020). Research on smart 
cities is done in the following domains: eco-
nomy (e-commerce, e-business), mobility 
(public transport, logistics), governance 
(democratic process), people (work at 
home, education), living (smart homes 
for user well-being), and environment 
(energy, pollution) (Caragliu et al., 2011). 
In the literature review, we see that most 
research has been done in the domain 
of smart economy, mobility, governance, 
people, living, and environment. Eighty 
percent of the existing publications are 
done in IT, CS, engineering, and urban 
studies research. Most publications have 
a strong technological focus with ena-
bling technologies, such as the Internet of 
Things and Big Data and (mobile) network 
structure. Only 4% of the research is done 
in business and economics (Camero & 
Alba, 2019). China and the USA repre-
sent more than 30% of the research done, 
whereas France produces only 6% of the 
research about smart cities (Camero & 
Alba, 2019). Finally, most of the research 
has been done about smart environment 
(energy, pollution) and smart mobility 
(public transport, logistics) applications, 
while smart governance, smart people, 
smart economy, and smart living (smart 
homes and user adoption, usage, and 
experience) are relegated to a secondary 
place and lack adequate investigation, even 
though they have paramount importance. 
Furthermore, research from Europe and 
cross-country comparisons with emerging 
countries, such as China (Camero & Alba, 
2019), is missing.

This brings us to the domain of smart 
living with the concept of the smart home: 
Balta-Ozkan et al. (2014, p. 66) define the 
smart home as “a residence equipped with 
a high-tech network, linking sensors and 

domestic devices, appliances, and features 
that can be remotely monitored, accessed or 
controlled, and provide services that respond 
to the needs of its inhabitants to promote 
their comfort, convenience, security, and 
entertainment”. With the IoT, a smart home 
connects AI, digital technologies, sensors, 
captors, household electrical appliances, 
information and remote communication 
devices such as smartphones, and AI to 
enable remote automation and to control 
the home environment in terms of secured 
access, temperature, and lighting. Smart 
home objects are part of the smart home 
and replace existing products (e.g., con-
nected windows or taps) or come in addition 
to existing ones (e.g., sensors). Examples 
include self-learning thermostats and security 
systems, smart water and energy control-
lers, connected body fat bathroom scales, 
and smart speakers; these products aim to 
achieve comfort, convenience, safety, health, 
a reduction in or automation of household 
labor, and energy efficiency to improve 
the users’ overall well-being (Schill et al., 
2019). The smart home not only executes 
tasks explicitly assigned by the user but also 
actively collects and analyzes real-time big 
data from the environment and uses AI to 
propose suitable solutions for residents’ com-
fort (Wu et al., 2007). The AI service operates 
by self-understanding residents’ behaviors to 
optimize or automate decision-making and 
achieve remote controllability (Ghayvat et 
al., 2015). Automation means “the execution 
by a machine agent (usually a computer) of 
a function that was previously carried out 
by humans” (Parasuraman & Riley, 1997). 
Smart homes can be classified into three 
main types (De Silva et al., 2012). The first 
category of smart homes assists occupants by 
recognizing their actions. This type of smart 
home promotes the well-being of occupants 
by providing information on users’ safety 
and health care for the aging population or 
children’s care. Well-being-related benefits 
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refer to health-related and lifestyle services 
of comfort that can be achieved when the 
smart home manages the services of com-
fort (heating, air conditioning, air quality), 
chronic diseases, physical activity, and con-
sultancy through doctors or coaches (Chan 
et al., 2008). Furthermore, smart homes can 
improve socialization by increasing social 
capital and helping users to overcome the 
feeling of isolation (Percival & Hanson, 2006) 
through the implementation of services 
related to social support and assistance. 
The enabling power of smart home tech-
nology to assist and support people in their 
everyday activities affects self-perception in 
terms of self-esteem, adaptability, and com-
petence. The second type of smart home 
is the surveillance home, which aims to 
process data to forecast and alert residents 
in case of upcoming disasters or security 
interventions (De Silva et al., 2012). The 
third type of smart home is an ecological 
smart home that promotes environmen-
tal sustainability by enabling residents to 
monitor, control, and reduce their energy 
consumption (Balta-Ozkan et al., 2014; Bhati 
et al., 2017). The financial benefits of smart 
homes are typically associated with these 
environmental benefits.

A systematic review of the smart home 
literature confirms that a large majority of 
articles about smart homes were published 
in medical, aging, and technical or engi-
neering journals (Marikyan et al., 2019). We 
enhanced their literature review with the 
Web of Science by combining keywords such 
as “smart home,” “smart device,” “intelligent 
home,” “digital home,” “AI-based home,” and 
“smart home device.” We found in the period 
from 2010 to 2021 a total of 270 papers 
in peer-reviewed academic journals. The 
majority of these studies contextualize their 
approach toward a specific technological 
domain: the primary domains of investiga-
tion are home automation (128 articles) and 

IoT (62 articles) published mainly in com-
puter or engineering journals (for example, 
IEEE Transactions on Consumer Electronics) 
with the scope encompassing engineer-
ing and research aspects of the design, 
construction, manufacture of smart home 
electronics, systems, software and services 
for consumers. A major part of the articles 
thus focuses on technology applications 
(mainly assistive) or single devices inside 
a smart home. Only 80 articles are pub-
lished in business science journals focusing 
mainly on conceptual research without any 
empirical investigation with themes about 
technological challenges of IoT and smart 
technologies in general (i.e., smart grids, 
smart wearables). Furthermore, the man-
agement science literature predominantly 
focuses on the technical characteristics of 
smart homes and individual standalone 
smart devices (e.g., Toschi et al., 2017), 
rather than fully connected smart homes 
with different devices. The focus on a single 
device does not give an adequate picture of 
the full range of medical, health, environ-
mental, hedonic, utilitarian benefits of smart 
homes and the interoperability and multi-
functionality of devices (e.g., Ehrenhard et 
al., 2014). Furthermore, there is a gap in the 
research about the acceptance, adoption, 
and usage of smart homes from the end-us-
ers perspective. A few studies concentrate on 
the users’ perspectives of aging populations 
and medical points of view (e.g., Harris & 
Hunter, 2016), thus overlooking younger 
more promising user segments. Regarding 
the methodologies, most investigations used 
qualitative methodologies (Balta-Ozkan et 
al., 2014) and less quantitative method-
ologies (Hubert et al., 2019; Schill et al., 
2019). Finally, we narrowed the analyses 
to the following keywords: “smart home,” 
“smart device,” “intelligent home,” “digital 
home,” “AI-based home,” and “smart home 
device” combined with technology accep-
tance, namely, “TAM,” “UTAUT,” “Theory 
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of reasoned action,” “Theory of planned 
behavior,” and “Adoption of smart homes.” 
We found only ten studies (Table 1) focusing 
on the adoption and usage of smart homes 
from the end-users perspective (Aldossari 
& Sidorova, 2020; Bao et al., 2014; Hubert 
et al., 2019; Kim et al., 2017; Klobas et al., 
2019; Park et al., 2017; Schill et al., 2019; 
Wang et al., 2020; Yang et al., 2017, 2018). 

Beyond that, most of these studies have 
methodological flaws, as they do not use 
scenarios or only employ descriptive verbal 
scenarios (and not vivid videos or virtual 
reality to simulate the smart home environ-
ment and its benefits) to frame a still picture 
for most users of this unfamiliar technology. 
This might make it hard to understand their 
functions and benefits.

Table 1: Studies about smart home adoption 

Authors Theory Country Indep. Var. Dep. 
Var.

N/Repr. Survey/
Analyses 
Method

Bao et al. 
(2014)

TAM China PU, PEU, social 
recognition, secure 
home environment, 
technology risk, 
compatibility, cost

BIU 310/NR/
Scenario

Verbal 
description SH
SEM

Kim et al. 
(2017)

TAM, UTAUT US PU, PEU, Attitudes 
privacy risk, perceived 
fees, facilitating 
conditions, enjoyment, 
innovation resistance, 
Technicality

BIU 269/NR Scenario video 
SH Smart PLS

Park et al. 
(2017)

TAM Korea PU, PEU, enjoyment, 
connectedness, perceived 
behavioral control, 
compatibility, cost

BIU/
Attitudes

1057/NR Scenario 
verbal 
description SH
SEM

Yang et al. 
(2017)

TPB, TAM Korea Subjective norms, behavioral 
control, automation, 
mobility, interoperability, 
security, privacy risk, physical 
risk, trust

Attitudes 
BIU

216/NR Scenario 
verbal 
description SH
Smart PLS

Yang et al. 
(2018)

TAM Korea perceived control, 
automation, 
interconnectedness, 
reliability

BIU 216/NR Scenario 
verbal 
description SH
SEM

Klobas et al. 
(2019)

TRA US Attitudes, control, 
security risk, age, 
education

Attitudes 405/R Scenario 
verbal 
description SH
SEM

Hubert et al. 
(2019)

TAM, Innov. 
diffusion 
theory

Germany PU, PEU, security risk, 
performance risk, time 
risk compatibility, result 
demonstrability, visibility

BIU 409/NR/ Scenario 
verbal 
description SH
SEM
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Schill et al. 
(2019)

TPB, TAM PU, environmental 
concerns, happiness

BIU 641/NR NA
SEM

Aldossari 
& Sidorova 
(2020)

TAM, UTAU 
2

US performance expectancy, 
effort expectancy, 
facilitating conditions, 
social influence, hedonic 
motivation, price value, 
trust, security risk, trust

Attitudes 
BIU

343/NR/ Scenario video 
SH
Smart PLS

Wang et al. 
(2020)

UTAUT US PE, EE, compatibility, 
social image, 
compatibility, privacy 
risk, performance risk, 
time risk, security risk, 
financial risk

BIU 351/NR/ Scenario 
verbal 
description SH
Smart PLS

TPB: Theory of planned behavior, TRA: Theory of reasoned action, TAM: Technology acceptance model, 
UTAUT: Unified theory of acceptance and use of technology; PU: perceived usefulness; PEU: perceived ease 
of use; EE: Effort Expectancy, PE: Performance Expectancy, BIU: Behavioral Intention of Use.
NR: nonrepresentative sample.

In summary, the research literature shows 
that understanding “how and why users 
accept or reject AI-based smart homes” is 
an important issue, according to numerous 
calls for research about AI and smart envi-
ronments (Foroudi et al., 2018). Therefore, 
it is important to understand consumer 
attitudes toward and perceptions of these 
new technologies (Blut et al., 2021). 
Furthermore, according to the study of 
Statista (2021), environmental benefits are 
not even cited by potential users. Academic 
research (Blut et al., 2021) confirms this fin-
ding, showing that smart homes’ perceived 
value comes mainly from utilitarian, social, 
health, and well-being benefits (environ-
mental benefits are not found). Therefore, 
it makes more sense to work on smart 
home types that promote the well-being 
of occupants (e.g., health-related, sport, 
and lifestyle services of comfort) rather 
than on smart homes promoting environ-
mental sustainability (De Silva et al., 2012). 
Furthermore, environmental benefits are 
implicitly included, as the financial benefits 
of smart homes are typically associated with 
them (Statista, 2021). Our research thus 
shifts from a technology-driven research 

paradigm to a consumer-centric paradigm 
(Marikyan et al., 2019) to explore the poten-
tial development of personalized user ser-
vices to satisfy broader target groups of 
well-being-based smart home technologies.

3. CONCEPTUAL FRAMEWORK 
AND HYPOTHESIS 
DEVELOPMENT

3.1. Performance, effort 
expectancy, and behavioral 
intention to use

Venkatesh et al. (2012) proposed the 
UTAUT model as the most effective inte-
grated model for analyzing technology 
acceptance and behavioral intention of 
usage (BIU). BIU refers to the motivational 
factors that influence a given behavior, 
where the stronger the intention to perform 
the behavior is, the more likely it is that the 
behavior will be performed (Venkatesh et 
al., 2012). Within the UTAUT model, accor-
ding to regulatory theory (Higgins, 1997) 
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rather than utilitarian prevention-orien-
tation variables, performance expectancy 
(PE) and effort expectancy (EE) impact the 
behavioral intention of use (BIU) of the new 
technology (e.g., Venkatesh et al., 2012). 
PE refers to users’ feelings of improved 
performance when using new technology, 
and EE refers to how a person believes that 
using a particular technology will be free 
of effort or have a good degree of ease 
(Venkatesh et al., 2003). PE and EE refer to 
utilitarian benefits. These utilitarian benefits 
are important aspects toward acceptance of 
new technologies, including smart homes; 
these aspects are related to cognitive eva-
luation, product quality, rationality, decision 
effectiveness, goal orientation, economic 
value, convenience (e.g., effort and per-
formance expectancy) and serve to drive 
an individual’s intention to use (Venkatesh 
et al., 2012). According to a recent survey 
(Statista, 2021), 70% would adopt a smart 
home to make life easier. Indeed, in the 
case of smart homes, previous research 
has pointed out that some of the most 
important perceived utilitarian benefits are 
related to time gain benefits (Blut et al., 
2021). The more users perceive utilitarian 
benefits from smart home functions, the 
greater they will be interested in using and 
exploiting the function to maximize these 
benefits. The UTAUT model postulates 
that the easier a technology is to use (high 
EE), the higher the performance expec-
tancy will be. Thus, the higher the EE of a 
smart home is, the more easily smart home 
technology can be used, and the more this 
should engender positive experiences and 
capabilities and help users in their daily 
lives and usage; thus, subsequently, EE 
of a smart home should have a positive 
impact on PE. Furthermore, research has 
also suggested that smart homes may also 
have benefits related to reducing energy 
consumption costs that may push consu-
mers to use various functions, thereby 

representing an approach to improving 
usage/performance efficiency (Schill et al., 
2019). We thus assume that the perceived 
time- and energy-saving benefits increase 
PE and the propensity to use the smart 
homes’ functions to maximize one’s gain. 
The UTAUT model postulates that PE posi-
tively influences BI. Thus, the higher PE is, 
the more smart home technology should 
engender positive experiences and capa-
bilities and help users in their daily lives 
and usage; subsequently, PE should have a 
positive impact on the BIU of smart homes 
(Venkatesh et al., 2012). Thus, we posit the 
following hypotheses:

H1a: A high effort expectancy of a smart 
home has a positive effect on its perfor-
mance expectancy.

H1b: A high performance expectancy of 
a smart home has a positive effect on its 
behavioral intention of use.

3.2. Subjective user well-being

According to regulatory focus theory 
(Higgins, 1997), users have not only utilita-
rian but also affective promotion-oriented 
motivations closely related to well-being 
and health (Ashraf & Thongpapanl, 2015). 
Indeed, a study by Statista (2021) shows 
that fun/happiness and user well-being 
(57%) are other main benefits that are 
reported when researching the usage 
of smart homes. Subjective well-being 
(SWB) is described as the degree to which 
consumers perceive experiences in posi-
tive ways through cognitive judgments 
and affective reactions without objective 
facts (Diener, 1984); SWB can be linked 
to physical and mental health, positive 
moods and emotions, and a pleasant affect, 
all of which refer to positive emotions, 
life satisfaction and quality of life (Diener 
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et al., 1985). Research shows that SWB 
affects consumers’ technology choices and 
usage (Diener & Chan, 2011). Therefore, 
consumer subjective well-being is attrac-
ting an increased level of attention in 
academia and transformative marketing 
research (Sirgy, 2012). It is a significant 
factor driving the use of technology (Kim 
et al., 2014). When consumers adopt new 
technology, they want to experience and 
enhance their subjective well-being, hap-
piness, life satisfaction, and trust through 
its usage (Li et al., 2014). Consumers’ 
SWB may be shaped by using new tech-
nologies (Zhong & Mitchell, 2012), such 
as AI-based smart homes, and by increa-
sing user security through automation 
and sensors. Moreover, the use of smart 
connected objects with health features 
has been shown to improve SWB (Voss et 
al., 2003). Indeed, smart homes cope with 
situations requiring complex observations 
and interactions, such as temperature and 
air quality control as well as safety, which 
are challenging for humans. Smart homes 
can also have great environmental benefits 
related to reducing energy consumption 
and greenhouse gas emissions (Schill et al., 
2019). Consequently, smart home usage 
should increase the level of user comfort 
and thus physical and psychological SWB 
through a decrease in perceived risk. The 
higher the level of user-expected SWB 
present when using a smart home is, the 
greater the users’ positive mental, psycho-
logical and physiological representations 
about technology use will be enhanced 
(Davis & Pechmann, 2013). These benefits 
in turn should have a positive effect on 
smart homes’ behavioral intention of use 
(Kim et al., 2014). We thus hypothesize 
the following:

H2: Subjective well-being created by 
a smart home has a positive effect on its 
behavioral intention of use.

In this context, when adopting new tech-
nology, ease of use and performance bene-
fits are also related to subjective well-being 
(Kim et al., 2020). Better self-knowledge 
and self-management of quality of life 
should positively influence performance 
expectancy by improving efficiency and pro-
ductivity. Therefore, smart homes should 
fit into users’ daily routines and achieve 
performance expectancy through sensors 
that measure, for example, optimal room 
temperatures or lighting, which should 
consequently improve health and SWB (Voss 
et al., 2003). Thus, performance expectancy 
should have a positive impact on SWB (Kim 
et al., 2020). Thus, we hypothesize the 
following:

H3: The performance expectancy of a 
smart home has a positive effect on sub-
jective well-being.

Technology safety and trust are also highly 
ranked according to the study of Statista 
(2021) about smart homes. Indeed, privacy 
concerns, fear of technology, addiction, and 
potential loss of control are perceived by 
approximately 50% as main barriers. Stress 
can be increased through fears regarding 
the IoT and smart connected technologies, 
such as smart homes. More precisely, health 
risks linked to electromagnetic radiation 
or the consequences of addiction, privacy 
concerns, risks of hacking, data stealing, and 
loss of control are sources of potential doubt 
and stress (Statista, 2021). Consumer deci-
sions involve beliefs about potential risks 
since consequences cannot be anticipated 
with certainty. This explains the confidence 
or anxiety that people feel about the safety 
of using AI-based smart homes and the 
extent to which users would rely on their 
technology. Therefore, cognitive factors, 
based on utilitarian, prevention-oriented 
goals (according to regulatory focus theory) 
(Avnet & Higgins, 2006; Higgins, 1997), such 
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as technology trust, privacy protection, and 
technology security, are highly relevant in 
recent technology acceptance models about 
AI and service robots (Ostrom et al., 2019; 
Wirtz et al., 2018).

3.3. Technology trust

Key drivers of technology acceptance and 
usage come from the trust-privacy literature 
(Lancelot Miltgen et al., 2013). We have the-
refore adopted a perspective highlighted by 
Martin and Murphy (2017), who state that 
“privacy, security, and other presentation 
features are among the strongest factors 
driving purchase intent as mediated by 
trust”. Trust can be especially helpful in over-
coming the uncertainty that is often present 
with technological advances; therefore, trust 
is an important factor of new technology 
acceptance (Pavlou, 2003). Technology trust 
has been defined as the extent to which 
a person expects that new technology is 
credible and reliable (McKnight & Chervany, 
2001). Trust can be especially helpful in 
overcoming the uncertainty that is often 
present with technological advances, so 
trust is important in the general area of 
technologies, but it differs for each techno-
logy (Pavlou, 2003). Trust in the context of 
smart homes is a three-dimensional factor 
explaining “[…] the individual acceptance 
of smart homes’ living assistance systems” 
(Lankton et al., 2015). The first dimension is 
concerned with system transparency, which 
reflects the understanding of how smart 
homes operate. The second dimension 
is concerned with technical competence, 
which is the evaluation of a smart home’s 
technical performance. The third dimen-
sion is concerned with situation manage-
ment, which refers to the belief in being 
able to regain control at any time. There 
are two different types of trust in techno-
logy, namely, human-like and system-like 

technology trust (Lankton et al., 2015). 
Human-like trust is related to integrity, 
ability, competence, and benevolence, whe-
reas system-like trust refers to reliability, 
functionality, and helpfulness. Therefore, 
in the context of AI, IoT, and smart homes, 
we assume that the more users trust the 
technology, the more positive the impact 
on their behavioral intention of use (BIU) 
and well-being will be. We thus hypothesis 
the following:

H4a: Trust in smart home technology has 
a positive effect on the behavioral intention 
to use a smart home.

H4b: Trust in smart home technology has 
a positive effect on subjective well-being 
due to a smart home.

3.4. Perceived privacy concerns

One antecedent that has been largely 
studied in technology adoption is the issue 
of privacy concerns (Meyer-Waarden & 
Cloarec, 2021). Studies have emphasized 
the importance of privacy in AI, IoT, and 
smart home technology acceptance (Attour 
et al., 2020; Ostrom et al., 2019; Wirtz et 
al., 2018). Privacy concerns comprise an 
area of study that is receiving increased 
attention due to the huge amount of 
personal information that is currently 
being gathered, stored, transmitted, and 
published (Cloarec, 2020; Cloarec et al., 
2021). Perfect privacy and data protection 
mechanisms are needed to operate smart 
homes, as the way that the IoT and AI track 
and collect personal data for customiza-
tion can seem intrusive and thus arouse 
privacy concerns. Privacy concerns are 
defined as the degree to which users are 
concerned about the flow and control of 
the collection, and the storage and sharing 
of their personal information (Martin & 
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Murphy, 2017). In the context of smart 
home adoption, privacy refers to the 
right of individuals to be able to control 
the compilation, use, and exposure of 
their data (Gurumurthy & Kockelman, 
2020). Because smart homes collect user 
data such as daily routines, behaviors, 
and health information, privacy concerns 
have been identified as one of the greatest 
barriers to such smart technology accep-
tance (Malhotra et al., 2004). When users 
perceive risks regarding how their data are 
collected and used by smart homes, they 
tend to develop feelings of stress linked to 
a lack of control that decrease their trust 
in that technology (Hong & Thong, 2013). 
We propose that privacy concerns reduce 
the level of user trust due to fears related 
to data privacy and that consumers thus 
experience an adverse emotional reaction 
toward smart homes that evokes fear and 
confusion (Gurumurthy & Kockelman, 
2020). Therefore, we assume that pri-
vacy concerns hurt trust in AI-based smart 
homes (Martin & Murphy, 2017), and we 
hypothesize the following:

H5: Privacy concerns about a smart home 
have a negative effect on trust in smart 
home technology.

3.5. Perceived technology 
security

Recent accidents in the autonomous 
car sector have initiated concerns regar-
ding users’ understanding and capability 
of safely using AI-based technologies (Van 
Brummelen et al., 2018). As an example, 
Tesla crashes have suggested that auto-
nomous car systems are not sufficiently 
reliable at this time to allow full automa-
tion and loss of driver control. Technology 
security is thus an important challenge that 
smart home providers face (Lijarcio et al., 

2019). More work needs to be done to fully 
understand the security of the human-AI-
based technology interaction before home 
automation can become a reality (Koopman 
& Wagner, 2017).

Perceived technology security refers, on 
the one hand, to how the technology itself 
reduces human and technology errors, 
as well as accidents that can harm users’ 
health (Penmetsa et al., 2019). Concerning 
the security benefits, due to their faster 
reaction time of AI in comparison to that 
of humans (Young & Stanton, 2007) and 
their lower propensity to make mistakes 
due to distraction, tiredness, and poor 
physical conditions, it is generally assumed 
that AI-based smart homes will also reduce 
accidents, thus providing a safety benefit. 
On the other hand, perceived technology 
security refers to mechanisms to avoid 
network and data transaction attacks or 
unauthorized access to user accounts (Roca 
et al., 2009). Perceived technology security 
thus refers to the capacity of smart homes 
to be reliable and keep users physically 
and mentally safe in a given situation. 
Furthermore, we assume that the perceived 
technology security benefits reduce users’ 
perceptions of their limited abilities to 
manage, control, and securely use a smart 
home (Klobas et al., 2019) by decreasing 
the number of errors and accidents that 
could harm users’ health. It refers to how 
smart homes reduce perceived risks of 
the technology itself and how it might 
decrease errors and accidents that could 
harm user health. Slovic (1987) showed that 
perceived risk is associated with new and 
unknown technologies, such as AI-based 
smart homes, and may be based on uncer-
tainty or potentially large consequences of 
technology failure. Consumer decisions to 
adopt smart homes thus involve perceived 
risk since consequences cannot be antici-
pated with certainty, as consumers face a 
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set of uncertainties about the purchase 
or rental of a smart home (especially if 
the product in question is highly priced) 
(Wang et al., 2020). There are different 
identified types of perceived technology 
risks (Featherman & Pavlou, 2003), namely, 
functional risk, in which smart homes do 
not meet the user’s expectations; physical 
risk, in which smart homes pose a threat 
to the physical well-being or health of the 
user or others; and psychological risk, in 
which smart homes affect the uncertainty 
and mental well-being of the user. People 
still perceive risks in putting their safety in 
the hands of AI-based smart technologies 
(autonomous cars or smart homes) for 
fear of technical or system failures. More 
precisely, technology security risks for smart 
homes are linked to health risks due to 
loss of control in the residence, and risks 
of hacking are sources of potential doubt 
and stress. This explains the confidence or 
anxiety that people feel about the safety of 
using smart homes and the extent to which 
users are willing to rely on such technology. 
The adoption and usage of AI-based smart 
homes are thus related to concerns over 
how reliable they will be, in addition to 
uncertainty about how smart homes will 
react in critical situations. Many users of 
AI-based technologies seem unwilling to 
give up their level of control and thus are 
less likely to adopt them (Asgari & Jin, 2019). 
Therefore, perceived technology security 
is an important issue that makes people 
resist adopting new technology (Kim et al., 
2017) and is a recurrent question related 
to AI-based technology adoption/usage. 
Indeed, in the case of smart homes and cars, 
previous research has pointed out that one 
of the most important perceived utilitarian 
benefits is related to security improvement 
(Hohenberger et al., 2016). Therefore, the 
perceived technology security of smart 
homes should impact user attitudes and 
perceived behavioral control. If users believe 

that a smart home makes their daily life safer 
by managing and reducing human errors 
in complicated or unexpected situations, 
there should be a positive impact on smart 
home technology trust (Klobas et al., 2019). 
Therefore, we hypothesize as follows:

H6: The perceived security of the tech-
nology used in a smart home has a positive 
effect on trust in smart home technology.

3.6. National culture and 
country technology readiness

The most popular conceptualization 
of national culture has been Hofstede’s 
categorization, which includes six dimen-
sions: uncertainty avoidance, individualism/
collectivism, power distance, long term/
short term orientation, indulgence, and 
masculinity/femininity cultures (Hofstede, 
1993). The dimensions a) uncertainty avoi-
dance (UA) and b) masculinity/femininity 
thus appear of particular interest for new 
technology adoption (Srite & Karahanna, 
2006), such as smart homes. Due to the 
unique innovative nature of smart homes 
and their innovativeness (i.e., the concept 
is abstract so that consumers cannot try, 
touch, or feel the product), it is perceived 
as risky, and UA appears to be a highly 
relevant concept because the implemen-
tation of new technology is likely to be 
accompanied by uncertainty (Venkatesh 
& Zhang, 2010). UA refers to the degree 
to which members of a given culture per-
ceive and react to undefined risks, threats, 
and unknown situations, as well as their 
resistance, to try new products or techno-
logies and to retain previous consumption 
patterns. Hence, users of countries with low 
(high) UA are (not) open to change and 
are more (less) likely to take risks (Gilly 
et al., 2012). Hofstede (1993) noted that 
Western cultures have strong UA (e.g., on 
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a 100-point scale, France and Germany 
score 86 and 65 on the Hofstede index, 
respectively), whereas Asian countries 
based on Confucian culture have lower 
levels of UA (e.g., China scores 30 on the 
Hofstede index). Users with high (low) 
UA have high (low) apparent resistance 
to change and intolerance of new techno-
logies. Additionally, users from high (low) 
UA cultures demonstrate higher (lower) 
anxiety levels toward change, and new tech-
nologies have a high (low) need for control, 
which means that having a set structure in 
all aspects of their life helps. Therefore, we 
consider UA to be a moderating variable 
that may enhance the negative effects of 
privacy concerns on smart homes’ trust 
and hypothesize the following:

H7a: In countries with high (low) levels of 
UA, the negative effects of privacy concerns 
on smart homes’ trust are stronger (weaker).

In addition to UA, another relevant dimen-
sion is masculinity/femininity. A high score 
(Masculine) on this dimension (e.g., China) 
indicates that society will be driven by com-
petition, achievement, and success. A low 
score (Feminine) on the dimension means 
that the dominant values in society are 
quality of life and well-being. France scores 
highest on femininity, followed by Germany 
and China (Hofstede, 1993). Therefore, 
dimensions such as trust and subjective 
well-being should have a higher importance 
in countries with high femininity, such as 
France and Germany, and lower importance 
in China with high masculinity (Gilly et 
al., 2012). Therefore, we consider UA and 
femininity to be moderating variables that 
may enhance the positive effects of trust 
on consumers’ subjective well-being about 
smart homes. Thus:

H7b: In countries with high (low) levels 
of UA and femininity, the positive effects of 

trust beliefs on subjective well-being are 
stronger (weaker).

Consumer behaviors may vary according 
to distinct (smart home) technology rea-
diness stages, which represent an indivi-
dual’s enthusiasm to use new technology 
(Blut & Wang, 2020). Technology readiness 
(TR) consists of optimism, innovativeness, 
discomfort, and insecurity. An individual at 
an advanced smart home readiness stage 
(with high optimism and innovativeness 
and low discomfort and insecurity) is 
more likely to use the smart home than 
an individual at an early smart home rea-
diness stage. Developed countries such 
as Germany or France are better ranked 
on the TR index (ranking 8 and 21, res-
pectively) than developing countries such 
as China (ranking 73). Another more 
recent indicator is the network readiness 
index (NRI) framework, which assesses 
the development degree of a country in 
terms of future leveraging of technologies, 
and how people use technology and how 
they leverage their skills, governance 
policies for inclusion and safety, impact 
on well-being, quality of life, and the 
economy. The NRI has emerged as one 
of the leading global indices on the use 
of technology and has been recognized 
as a global benchmark for assessing the 
progress and readiness of technology 
adoption in different countries around the 
world. The NRI factors enable a country 
to fully leverage information and com-
munication technologies for inclusive, 
sustainable growth, competitiveness, and 
user well-being. The NRI 2019’s top 3 
performers are Sweden, Singapore, and 
the Netherlands. Germany, France, and 
China rank 9th, 18th, and 41st, respectively.

Technology and network readiness 
provide the basis for our hypothesis that 
the importance of utilitarian motivations 
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in driving intention to use smart homes 
across developed (with high TRI/NRI) 
and developing countries (with low 
TRI/NRI) may vary due to individuals’ 
varying technology readiness stages. 
Consumers across different countries 
with different technology adoption stages 
perceive different values behind tech-
nology use. In the case of developing 
countries, smart homes are still in their 
infancy, and consumers are still in the 
trial-and-error stage (Kim et al., 2017). 
For example, utilitarian benefits, such 
as perceived usefulness or performance 
expectancy, have a stronger influence on 
technology use for users in developed 
countries (at an advanced technology 
adoption stage, such as France, Germany, 
and ranked higher on the TRI/NRI: 9th, 
18th place), whereas those of develo-
ping countries (at early stages, such as 
China, ranked lower on the TRI/NRI: 41st 
place) focus more on ease of use or effort 
expectancy (Ashraf & Thongpapanl, 2015; 
Parasuraman & Colby, 2015). Based on 
consumers’ smart home readiness stages 
in developed and developing countries 
and, in line with the aforementioned 
findings, it is likely that utilitarian moti-
vations, namely, performance expectancy, 
should play a more (less) important role 
in driving intention to adopt in developed 
(developing) countries where individuals 
are at an advanced (early) smart home 
readiness stage. On the other hand, effort 
expectancy should play a less (more) 
important role in driving performance 
efficiency in developed (developing) 
countries where individuals are at an 
advanced (early) smart home readiness 
stage. Thus, we hypothesize:

H8a: In developed (developing) coun-
tries that are at advanced (early) levels of 
technology/network readiness, the posi-
tive effects of performance expectancy on 

behavioral intention to use smart homes 
are stronger (weaker).

H8b: In developed (developing) coun-
tries that are at advanced (early) levels of 
technology/network readiness, the positive 
effects of effort expectancy on the per-
formance expectancy of smart homes are 
weaker (stronger).

Regulatory focus theory found that 
individuals’ regulatory orientations vary 
between developing and developed coun-
tries (Lee et al. 2000 & 2010; Lockwood et 
al. 2005). Based on regulatory focus theory 
(Higgins, 1997), we expect that rationally 
(affectively) driven prevention-oriented 
(promotion-oriented) individuals are more 
likely to have utilitarian (well-being) moti-
vations for using smart homes (Venkatesh 
& Zhang, 2010). Research has shown that 
users in developed countries (e.g., the 
USA, Australia), which are at advanced 
levels of technology/network readiness, 
are more promotion-oriented with a high 
level of motivation for achieving well-being 
or happiness and engage in activities to 
seek well-being and happiness (To et al., 
2007); on the other hand, users in develo-
ping countries, which are at early levels of 
technology/network readiness, are more 
prevention- or task-oriented “problem 
solvers” (involved in goal-oriented activities 
that include searching for information) 
and tend to focus more on relevant infor-
mation, performance and effort efficiency 
(Ashraf & Thongpapanl, 2015). Thus, we 
hypothesize:

H8c: In developed (developing) coun-
tries that are at advanced (early) levels of 
technology/network readiness with promo-
tion-oriented (prevention-oriented) users, 
the positive effects of subjective well-being 
on behavioral intention to use smart homes 
are stronger (weaker).
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3.7. Control variables

In line with past research, we tested 
control variables to determine whether they 
influence their research model (Venkatesh 
& Zhang, 2010). Gefen and Straub (2003) 
found that women and men differ in their 
technology perceptions and suggest that 
gender should be included in IT diffusion 
models along with other cultural effects. 
In the same sense, Venkatesh and Zhang 
(2010) found that age influences technology 

adoption. We, therefore, used age, gen-
der, occupation as a proxy for education 
(Ashraf et al., 2014), and IoT smart object 
ownership (Gerpott & Paukert, 2013) 
as control variables. The variables were 
controlled to assess the linkage between 
performance expectancy, trust, subjective 
well-being, and smart home behavioral 
intention to use.

Our conceptual model is summarized 
in Figure 1.

Figure 1: Research model

4. METHODOLOGY

4.1. Survey and sample

We conducted an online survey with 
Qualtrics in December 2019 in France, 
Germany, and China. Our survey link to the 
questionnaire was distributed by master’s 
students to their relatives, friends, and 
colleagues via social media (e.g., Facebook 
in Europe and We Chat in China) and 

e-mail based on the snowball principle. 
The sample was composed of 301 persons, 
56.1% women and 43.9% men. The average 
age was 37.11. The samples in France, 
Germany, and China are composed of 
102, 88, and 111 respondents, respectively. 
Our sample is thus not representative of 
the general French, German and Chinese 
populations in terms of age and sociode-
mographics (which is the limit of all exis-
ting investigations about smart homes; see 
our literature review in the introduction). 
Samples drawn from younger populations 
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facilitate comparability, and this generation 
represents a promising market segment for 
high-technology smart devices, including 
AVs, since younger generations tend to 

1  The video can be found on Youtube; https://www.youtube.com/watch?v=sYqjs8TKkOE

be more attracted to new technologies 
and the Internet than other generations 
(Ashraf et al., 2014).

Table 2: Sample description

France
(n = 102)

Germany
(n = 88)

China
(n = 111)

Total
(n = 301)

Count %

Gender
Male
Female

53
49

46
42

33
78

132
169

43.9
56.1

Age
(standard deviation)

31.8
(13.8)

37.1
(14.9)

42
(16.7)

37.11 
(15.76)

Occupation
Student
Workers
Craft
Self-employed
Employee, administration
Manager, education, lawyer
Unemployed
Other

49
6
4
5
25
6
0
7

33
0
0
14
12
21
1
7

24
3
5
0
27
30
22
0

106
9
9
19
64
57
23
14

35.2
3
3
6.3
21.3
18.9
7.6
4.7

IoT usage
Yes
No

40
62

42
46

59
52

141
160

46.8
53.2

Before answering the survey, respon-
dents were asked to watch a five-minute 
video1 showing a fictional smart home 
with different connected devices and 
decisions supervised by AI (room tem-
perature, light dimming, food and diet, 
and sleeping recommendations) based 
on previously recorded states of the well-
being of the home’s residents. This is 
another contribution of our research, as 
most of the existing studies have metho-
dological flaws, as they do not use sce-
narios or use only descriptive verbal 
scenarios (and not vivid videos to show 
the smart home environment and its 
benefits) to frame a still picture for most 
users of unfamiliar technology (making 
it hard to understand their functions 
and benefits).

4.2. Measurement instruments

All measurement scales are based on and 
adapted from previous studies. Responses 
were collected based on a seven-point 
Likert scale. To measure effort-performance 
expectancy and behavioral intention of 
smart home use, we use the scales found 
in Venkatesh et al. (2012). To measure 
subjective well-being, we use the scales 
found in Diener (1984) and Diener and 
Chan (2011). Trust is measured with the 
scale from Morgan and Hunt (1994), while 
privacy concerns are measured with scales 
from Hong and Thong (2013) and Lutz et 
al. (2017). Perceived technology security 
is measured with scales from Lijarcio et al. 
(2019) and Yang et al. (2018). The mode-
rating impact of uncertainty avoidance 
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(UA) is taken into account by Hofstede’s 
measurements. The UA is high for France 
(86) and Germany (65) and low for China 
(30). To classify the three countries into 
advanced and early smart home rea-
diness stages, we measured individuals’ 
smart home readiness levels across three 
countries using Parasuraman and Colby’s 
(2015) technology readiness index (TRI). 
Developed countries such as Germany 
or France are better ranked on the TR 
(ranking 8 and 21, respectively) than deve-
loping countries such as China (ranking 
73). In terms of the Network Readiness 
Index (2019), Germany, France, and China 
rank 9th, 18th, and 41st, respectively. Based 
on the literature (Ashraf et al., 2014; 
Gerpott & Paukert, 2013), we also added 
the following control variables: gender, 
age, occupation, and IoT ownership as a 

proxy for the experience of smart home 
IoT technologies.

Detailed scales and items are presented 
in Table 3. We pretested the questionnaire 
and the video with thirty international mas-
ter’s students (from Germany, France, and 
China), and no understanding problems 
appeared for the items of the question-
naire or the video content. We conducted 
a confirmatory factor analysis by using the 
software R 3.6.1 and the lavaan package 
(Rosseel, 2012); all scales showed satisfac-
tory psychometric properties for reliability 
(α > 0.7),  convergent validity (> 0.5) and 
discriminant validity (HTMT < .85; see 
Tables 3 and 4) (Henseler et al., 2015). 
The measurement model achieved good fit 
according to the usual fit indices: RMSEA < 
0.08, CFI > 0.90 and TLI > 0.90 (Table 5).

Table 3: Reliability (α) and convergent validity of the scales

Constructs α AVE
Loadings
(p < .001)

Source

EE – Effort Expectancy .87 .70 Venkatesh et 
al. (2012)I would find it easy to use and set up a smart home 

and its connected services.
.77

I would find it easy to become skillful at using a smart 
home and its connected services.

.92

I would quickly learn how to use a smart home and its 
connected services.

.83

PE – Performance Expectancy .95 .83 Venkatesh et 
al. (2012)A smart home and its connected services would be a 

good assistant in my daily life.
.88

A smart home and its connected services would help 
me save useful time in my daily life.

.92

A smart home and its connected services would make 
my everyday life easier.

.92

A smart home and its connected services would 
increase my efficiency in my daily life.

.93

BIU – Behavioral Intentions of usage .92 .83 Venkatesh et 
al. (2012)Looking at its benefits, I intend to live in a smart home 

in the future.
.96

Looking at its benefits, If I had access to a smart home, 
I intend to live in one.

.95

The probability that I rent a smart home in the future 
is... (1 very low - 10 very high).

.87
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SWB – Subjective Well-Being .96 .89 Diener 
(1984) and 
Diener and 
Chan (2011)

If I lived in a smart home my life quality would be 
improved to ideal.

.92

If I lived in a smart home my feelings of well-being 
would be improved.

.94

If I lived in a smart home my feelings of happiness 
would be improved.

.96

T - Trust .92 .75 Morgan and 
Hunt (1994)I think that a smart home would provide 100% reliable 

services.
.79

I think a smart home and its connected services would 
not fail me.

.77

I think a smart home and its connected services would 
be 100% trustworthy.

.94

I would have 100% confidence in a smart home and its 
connected services.

.92

PC – Privacy Concerns .96 .75 Hong and 
Thong 
(2013) and 
Lutz et al. 
(2017)

I would be concerned about threats to my personal 
privacy from a smart home.

.78

I would be afraid to use a smart home because cyber 
pirates could steal my identity and data.

.87

I would be afraid to use a smart home because cyber 
pirates might hack into my account.

.85

I would be afraid to use a smart home because other 
people might cyberstalk me.

.79

I would be afraid that a smart home is collecting too 
much of my personal data.

.91

I would be afraid to use a smart home because other 
people or firms might publish my personal information 
without my consent.

.88

I would be afraid to use a smart home because it might 
insufficiently protect my personal data.

.93

I would be afraid to use a smart home because it might 
track and analyze my personal data for personalized offers.

.89

I would be afraid to use a smart home because it might 
share personal data with other firms for purposes I do 
not know about.

.91

PTS – Perceived Technology Security .87 .71 Lijarcio et 
al. (2019) 
and Yang et 
al. (2018)

A smart home would help make my daily life safer. .77

A smart home would manage complicated or 
unexpected situations in my home better than me.

.88

A smart home would help to reduce human errors in 
complicated or unexpected situations in my home.

.86

Table 4: Discriminant validity HTMT

PE EE PTS T SWB BIU PC

PE 1.00

EE .61 1.00

PTS .71 .42 1.00
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T .64 .51 .70 1.00

SWB .80 .50 .74 .75 1.00

BIU .79 .57 .66 .72 .83 1.00

PC .24 .24 .16 .30 .30 .35 1.00

EE: Effort Expectancy, PE: Performance Expectancy, PC: Privacy Concerns, PTS: Perceived Technology 
Security, T: Trust,
SWB: Subjective Well-Being, BIU: Behavioral Intentions of smart home use.

Table 5: Measurement model fit indices

χ² df RMSEA CFI TLI

922 356 0.073 0.942 0.934

2  The PROCESS macro is recommended as a standard method in all eight leading IS journals (i.e., Senior 
Scholars’ Basket of Journals), such as MISQ, EJIS, ISJ, ISR, JMIS. It is specifically tailored for conducting 
regression-based moderated mediation analyses in SPSS with minimal programming required (Hayes, 2017). 
The direct and conditional indirect effects can be estimated with a single line of syntax, and the macro estimates 
all model coefficients, standard errors, test statistics, and bootstrap confidence intervals. The detailed syntax 
of estimations with PROCESS can be found in the appendix A.

5. RESULTS

5.1. Model estimation

We estimated the model with the 
PROCESS macro2 (Hayes, 2017) for SPSS 
(see Table 6). The model explains 73% of 
the behavioral intention of smart home 
use. In support of H1a, effort expectancy 
has a positive and significant effect on the 
performance expectancy of smart home 
use (b = .58, p < .001). In support of H1b, 
performance expectancy has a positive 
and significant effect (b = .32, p < .001) 
on the behavioral intention of smart home 
use. In line with H2, subjective well-being 
positively influences behavioral intention 
of smart home use (b = .50, p < .001). In 
line with H3, the performance expectancy of 
smart home use positively and significantly 
influences subjective well-being (b = .57, 
p < .001). In line with H4a and H4b, tech-
nology trust in smart homes has a positive 
and significant effect on behavioral intention 
of smart home use (b = .28, p < .001) and 
subjective well-being (b = .45, p < .001). In 

line with H5 and H6, privacy concerns (b 
= –.18, p < .001) regarding smart homes 
negatively influence technology trust, while 
perceived technology security (b = .56, p 
< .001) has a positive effect on trust. 

Regarding the control variables, the 
results confirm that most of our demo-
graphic factors do not affect the outcome 
of the model analysis and are presented 
in the linkage between smart home inten-
tion to use and well-being. The impacts 
of gender (b = –.20, p > .05) and age (b 
= –.00, p > .05) on behavioral intention 
of smart home use are not significant. We 
found that being a worker, thus being less 
educated, leads to lower (b = –1.05, p < 
.05) behavioral intention of smart home 
use. Conversely, IoT ownership significantly 
increases performance expectancy (b = 
.58, p < .001) and behavioral intention of 
smart home use (b = .76, p < .001). Being a 
woman significantly increases (b = .39, p < 
.01) the impact of smart homes’ perceived 
SWB on their behavioral intention to use 
smart homes.
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Table 6: Results of the model estimation

Mediating variables Outcome

PE T SWB BI

Independent variables

Effort expectancy .58*** (H1a)

Privacy concerns –.18*** (H5)

Perceived technology security .56*** (H6)

Mediating variables

Performance expectancy .57*** (H3) .32*** (H1b)

Trust .45*** (H4b) .28*** (H4a)

Subjective well-being .50*** (H2)

Control variables

Gender .18ns .02ns .39** –.20ns

Age .01ns .01* –.01ns –.00ns

Occupation

Student .98* .84* .41ns .29ns

Workers 1.41* .81ns .97* –1.05*

Craft 1.23* .66ns .74ns .09ns

Self-employed .36ns .25ns .54ns .26ns

Employee, administration 1.15** .60ns .52ns .21ns

Manager, education, lawyer 1.08** .72* .51ns .14ns

Unemployed 1.52** .73ns 1.15** .05ns

IoT ownership .58*** .15ns .08ns .76***

R² .39*** .47*** .70*** .73***

PE: Performance Expectancy, T: Trust, SWB: Subjective Well-Being, BIU: Behavioral Intentions of smart home use.
***p < .001, **p < .01, *p < .05, ns: not significant

5.2. Moderation analyses by 
country

The results of the moderation analysis by 
country are shown in Table 7. To account 
for the smaller size of the three subsamples, 
the coefficients are estimated with 5000 
bootstrap samples. It should be noted that 
the variance explained by our model is 
high (73%) and in line with the research of 
Venkatesh for the original UTAUT (approxi-
mately 60%).

In line with H7a (DR² = .02, DF(2, 283) = 
6.12, p < .01), in countries with high levels 
of uncertainty avoidance (UA) according 
to Hofstede, such as France and Germany, 
which score 86 and 65, respectively, the 

negative effects of privacy concerns on 
smart homes’ trust are stronger (bFr= –.18, 
p < .04 vs. bGer= –.39, p < .001) than in 
China (bChi = –.05, p > .05), a country with 
low UA that scores 30. Furthermore, in line 
with H7b countries with high levels of uncer-
tainty avoidance and femineity (France and 
Germany), the impact of trust on subjective 
well-being (DR² = .01, DF(2, 283) = 4.33, p < 
.05) is higher (bFr= .54, p < .001 vs. bGer= 
.49, p < .001) than in China (bCh= .28, p 
< .001), a country with low UA and femi-
neity. The positive impact of performance 
expectancy on the behavioral intention of 
smart home use is not significantly mode-
rated by a country’s Technology Readiness 
Index-TRI and Network Readiness Index-NRI 
(DR² = .00, DF(2, 280) = 2.26, p > .05), thus 
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rejecting H8a. There is no difference between 
developed countries (rankings Germany 8th, 
France 21st, respectively) and developing 
countries (like China with a ranking 73) and 
Network Readiness Index-NRI (Germany, 
France, and China are ranked, respectively 
on the 9th, 18th place, and 41st place); the-
refore, in developed countries that are at 
advanced levels of TRI/NRI, the positive 
effects of performance expectancy on the 
behavioral intention of smart home use are 
not stronger than in developing countries 
with low TRI/NRI. We also reject H8b (DR² = 

.00, DF(2, 284) = .18, p > .05), as in developed 
countries that are at advanced levels of TRI/
NRI, the positive effects of effort on the per-
formance expectancy of smart homes are not 
stronger than in developing countries with 
low TRI/NRI. Finally, we reject H8c (DR² = 
.00, DF(2, 283) = 2.18, p > .05), as in developed 
countries, which are at advanced levels of 
TRI/NRI, the positive effects of subjective 
well-being – on the behavioral intention 
of smart home use are not stronger than 
in developing countries with low TRI/NRI.

Table 7: Results of the moderation analysis by country

DR² (Country 
differences)

F-test France Germany China

PC ➝ T ΔF(2, 283) = 6.12 –.18* –.39*** –.05ns

T ➝ SWB .01* (H7b) ΔF(2, 283) = 4.33 .54*** .49*** .28***

PE ➝ BIU .00ns (H8a) ΔF(2, 280) = 2.26 .33*** .40*** .23ns

EE ➝ PE .00ns (H8b) ΔF(2, 284) = .18 .42*** .58*** .62***

SWB ➝ BIU .00ns (H8c) ΔF(2, 283) = 2.18 .41*** .45* .27***

PE: Performance Expectancy, PC: Privacy Concerns, T: Trust, SWB: Subjective Well-Being, BIU: Behavioral 
Intentions of smart home use.
*** p < .001, ** p < .01, *p < .05, ns: not significant

5.3. Additional mediation 
analysis

We carried out an additional mediation 
analysis with 5,000 bootstrap samples (see 
Table 8). The results show six significant 
mediating effects (the 99% confidence 
interval [CI] excludes 0). (1) The positive 
indirect effect between effort expectancy 
and behavioral intention of smart home 
use, via performance expectancy, is posi-
tive (b = .18, p < .01, 99% CI [.0636, 
.3194]). (2) The positive indirect effect 
runs from effort expectancy to beha-
vioral intention of smart home use via 
performance expectancy and subjective 
well-being (b = .16, p < 0.01, 99% CI 
[.0743, .2779]). (3) The negative indirect 

effect runs from privacy concerns to BI 
of smart home use via trust (b = –.05, p 
< .01, 99% CI [–.1162, –.0090]). (4) The 
negative indirect effect runs from privacy 
concerns to the behavioral intention of 
smart home use via trust and subjective 
well-being (b = –.04, p < .01, 99% CI 
[–.0866, –.0104]). (5) The positive indirect 
effect runs from perceived technology 
security to behavioral intention of smart 
home use via trust (b = .15, p < .01, 99% 
CI [.0407, .2987]). (6) The positive indirect 
effect runs from perceived technology 
security to behavioral intention of smart 
home use via trust and subjective well-
being (b = .13, p < .01, 99% CI [.0606, 
.2190]). The mediation analysis also shows 
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that the indirect effects are stronger for 
effort expectancy (.16 and .18) than for 

privacy concerns (–.04 and –.05) or per-
ceived technology security (.13 and .15).

Table 8: Results of the mediation analysis 

Mediation b
95% CI 99% CI

Lower Upper Lower Upper

EE ➝ PE ➝ BIU .18** .0882 .2837 .0636 .3194

EE ➝ SWB ➝ BIU –.01ns –.0744 .0466 –.0955 .0687

EE ➝ PE ➝ SWB ➝ BIU .16** .0936 .2489 .0743 .2779

PC ➝ T ➝ BIU –.05** –.0964 –.0163 –.1162 –.0090

PC ➝ T ➝ SWB ➝ BIU –.04** –.0732 –.0159 –.0866 –.0104

PTS ➝ T ➝ BIU .15** .0644 .2628 .0407 .2987

PTS ➝ T ➝ SWB ➝ BIU .13** .0693 .1951 .0606 .2190

EE: Effort Expectancy, PE: Performance Expectancy, PC: Privacy Concerns, PTS: Perceived Technology 
Security, T: Trust, SWB:
Subjective Well-Being, SBB: Subjective Bad-Being, BIU: Behavioral Intentions of smart home use.
**p < .01, ns: not significant

6. DISCUSSION  
OF THE RESULTS

First, we confirm regulatory focus theory, 
which argues that there are two types of 
goals when making decisions to adopt a 
smart home: utilitarian, prevention-oriented 
goals, and affective, promotion-oriented 
goals (Higgins, 1997). A utilitarian pre-
vention focus involves rationality, ease of 
use, performance, security, and protec-
tion, whereas a promotion focus involves 
affective goals, such as happiness and well-
being (Avnet & Higgins, 2006). Based on 
our results, we conclude that smart home 
choices are based on both rational utili-
tarian, prevention-oriented and affective, 
promotion-oriented driven motivations for 
using smart homes (Venkatesh & Zhang, 
2010). According to regulatory focus theory 
(Higgins, 1997), we find that the utilitarian 
path of smart home adoption involving 
performance- and effort efficiency, security, 
and protection is completed by an affec-
tive, promotion-oriented path based on 
values such as well-being and health-related 

features (To et al., 2007). In line with the 
literature, our research shows the positive 
indirect effect between effort expectancy 
and the behavioral intention of smart home 
use via performance expectancy (Venkatesh 
et al., 2012). Therefore, the functionality and 
ease of operation of a smart home influence 
users’ well-being when the technology is 
perceived to increase utilitarian-oriented 
performance expectancy.

Second, in line with consumer behavior 
and regulatory focus theory, we show 
that this utilitarian path through per-
formance expectancy and effort expec-
tancy is not sufficient to explain smart 
home technology adoption and usage, as 
does a hybrid utilitarian-prevention and 
promotion-oriented path, where effort 
expectancy has an indirect positive effect 
on well-being via the mediation of per-
formance expectancy (Kim & Sundar, 
2014). Furthermore, utilitarian perfor-
mance expectancy has a positive effect on 
well-being, which has a positive impact 
on smart home behavioral intention of 
usage. We thus show that within the 
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promotion-oriented path, beyond perfor-
mance- and effort expectancy, consumers 
look for subjective well-being while using 
technology (Sirgy, 2012). Another utili-
tarian and the prevention-oriented path 
runs from perceived technology security 
to behavioral intention of smart home use 
via mediator trust (Klobas et al., 2019). 
Subsequently, again, a promotion-oriented 
path goes from technology trust that 
positively influences physical/psycho-
logical well-being through a decrease 
in perceived risks; this, in turn, has a 
positive effect on smart home behavioral 
intention of use (Kim et al., 2014). On 
the other hand, again on a hybrid utilita-
rian-prevention and promotion-oriented 
path, there is a negative indirect effect 
that runs from privacy concerns to the 
behavioral intention of smart home use, 
via the mediators (i.e., technology trust 
and subjective well-being). This is in line 
with the literature that confirms these 
negative links between perceived risks 
of technologies and intention to adopt 
(Ostrom et al., 2019; Pavlou, 2003; Wirtz 
et al., 2018). The mediation analysis also 
shows that the indirect effects are stron-
ger for effort expectancy than for pri-
vacy concerns or perceived technology 
security. As a result, we conclude that 
promotion-oriented well-being acts as a 
mediator between utilitarian prevention 
benefits and behavioral intention related 
to smart home use (Kim et al., 2020).

Our cross-cultural analyses in three coun-
tries enhance the validity of our results 
and offer interesting insights. Specifically, 
Hofstede’s dimensions of uncertainty avoi-
dance (UA) and masculinity/femininity 
appear of particular interest for new tech-
nology adoption, such as smart homes 
(Ashraf & Thongpapanl, 2015; Hofstede, 
1993). Hence, in line with the literature 
(Srite & Karahanna, 2006), we found that 

in countries with high (low) levels of UA, 
consumers are less (more) likely to take 
risks, have high (low) apparent resistance 
to change, and are intolerant to new tech-
nologies (Gilly et al., 2012). In France and 
Germany, high levels of UA thus increase 
the negative impact of privacy concerns 
on technology trust. In China, an Asian 
country based on Confucian culture with 
lower levels of UA, perceived privacy risks 
prove to have no negative impact on trust 
and well-being. Past research confirms 
this result, indicating Western (US) users’ 
concerns about losing privacy control in a 
smart home environment are higher than 
users’ concerns in China (Ji & Chan, 2020). 
This is probably also related to the stron-
ger General Data Protection Regulation 
(GDPR) in Europe compared to the insuffi-
cient legal context in China. Chinese users 
pay less attention to privacy protection 
issues related to smart technology because 
of the legal deficiency regarding the protec-
tion of people’s privacy or data collection 
through smart city infrastructure (Ji & 
Chan, 2020). Furthermore, due to cultural 
and social differences, as well as the pre-
valence of surveillance culture, Chinese 
users are not as sensitive as Europeans 
or Americans about their privacy rights. 
Furthermore, in line with the literature 
(Srite & Karahanna, 2006), in France and 
Germany, countries with high levels of 
UA, the impact of trust on subjective well-
being is higher than in China, a country 
with low UA.

The results can also be supported by 
the fact that developed countries ranked 
higher both on the Technology Readiness 
Index (TRI; rankings Germany 8th, France 
21st, respectively) than developing 
countries like China (ranking 73rd) and 
Network Readiness Index (NRI-Germany, 
France, and China rank, respectively on 
the 9th, 18th place, and 41st place) privacy 
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concerns are higher and thus trust 
plays a more important role (Ashraf & 
Thongpapanl, 2015). This is in line with 
research that has shown that users in 
developed countries with advanced levels 
of technology/network readiness are more 
promotion-oriented according to regula-
tory focus theory with a high level of moti-
vation for achieving trust, well-being, and 
happiness (To et al., 2007); on the other 
hand, regulatory focus theory states that 
users in developing countries with early 
levels of technology/network readiness 
are more prevention or task-oriented 
“problem solvers” and tend to focus more 
on relevant information, performance and 
effort efficiency (Ashraf & Thongpapanl, 
2015). Indeed, the literature shows that in 
China, the top three highest rankings of 
smart home attributes are all associated 
with utilitarian factors of economic per-
formance related to cost reduction (Ji 
& Chan, 2020). This is not confirmed 
by our results, as the positive impact of 
performance expectancy on the beha-
vioral intention of smart home use is not 
moderated by a country’s TTRI and NRI. 
In developed countries, such as France 
and Germany, which are at advanced 
levels of TRI/NRI, the positive effects of 
performance expectancy on the beha-
vioral intention of smart home use are 
not weaker than in developing countries, 
such as China, with low TRI/NRI. Finally, 
the moderating role of technology rea-
diness between well-being and behavioral 
intentions to use smart homes seems 
to play a major role in adopting smart 
homes, in line with the literature (Kim 
et al., 2020). High technology readiness 
fosters optimism and innovativeness and 
reduces discomfort and insecurity and 
is thus positively associated with tech-
nology acceptance. That is, consumers 
in countries with optimism related to 
higher TRI/NRI (France and Germany) 

are more likely than their counterparts 
with low optimism to adopt new smart 
home technology.

7. CONTRIBUTIONS

7.1. Theoretical contributions

Smart home technologies and devices will 
have a major impact on smart city develop-
ment, enhancing users’ experiences and 
well-being. Despite the growing interest in 
and importance of smart cities and smart 
homes, management science research still 
shows major gaps in terms of the reasons 
for adoption, and a theoretically integrated 
model has not been developed and tested. To 
fill this void, we have created and examined a 
conceptually integrated model incorporating 
UTAUT (Venkatesh et al., 2012) and other 
technology acceptance theories (Ostrom 
et al., 2019; Wirtz et al., 2018), regulatory 
focus theory (Higgins, 1997), uses and gra-
tifications theory (Katz et al., 1973), and 
technology readiness (Parasuraman & Colby, 
2015) to explain why people in different 
countries would adopt smart homes. We 
found the following results:

With this model, we first confirm regula-
tory focus theory and show that two, not 
necessarily distinct, but complementary 
types of goals are pursued when making 
decisions to adopt a smart home: utilita-
rian, prevention-oriented goals, involving 
rationality, ease of use, performance, secu-
rity and protection, and affective, promo-
tion-oriented goals, involving affection, 
happiness, and well-being (Avnet & Higgins, 
2006). We thus contribute to the literature 
and show that smart home choices are based 
on rational utilitarian, prevention-oriented 
and affective, promotion-oriented driven 
motivations.
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Second, the empirical evidence supports 
the theoretical model’s identification of the 
impact of the theory of uses and gratifica-
tions on subjective well-being. Our third 
major contribution is thus the integration 
of new variables (Blut et al., 2021) that 
have rarely been investigated in the TAM 
or UTAUT literature (namely, well-being, 
technology trust, privacy concerns, tech-
nology security). By doing so, this study 
deepens our understanding of the most 
relevant risks and benefits that drive smart 
home acceptance. We contribute to showing 
that in the AI and smart home technology 
acceptance process, trust and well-being are 
extremely important concepts to enhance 
the behavioral intention of usage (Pavlou, 
2003).

Third, our model contributes to 
cross-cultural theory and understanding 
in IS research (Blut et al., 2021; Venkatesh, 
2021). The relationship between culture 
and new technology adoption and use 
has been identified as one of the most 
important topics (Kappos & Rivard, 2008). 
Nevertheless, only a few studies have 
sought to understand the role of culture 
and technology adoption (Venkatesh & 
Zhang, 2010). Our work therefore contri-
butes and advances knowledge in this 
area. Specifically, this research extends our 
understanding of smart home technology 
adoption by not focusing on cultural diffe-
rences in developed Western and develo-
ping Asian countries. Our study shows that 
smart home acceptance does not work the 
same way in China as it does in Europe. 
The effect of privacy concerns in China is 
different from what is theorized and obser-
ved in Europe, indicating that culture is an 
important contingency factor in the study of 
technology adoption. We also demonstrate 
that levels of TRI/NRI differing in developed 
and developing countries (optimism and 
innovativeness, technology advancement) 

moderate smart home users’ subjective 
well-being and behavioral intention of usage 
(Blut et al., 2021). Our work contributes to 
the understanding of boundary conditions 
related to smart home adoption research 
(Kim et al., 2020).

7.2. Managerial implications

To maximize customers’ intention to use 
AI-based smart homes, we recommend that 
managers focus on three key variables: the 
smart home’s perceived technology secu-
rity, technology trust, and, consequently, 
the users’ well-being. First, perceived 
technology security is an influential factor 
in smart home acceptance, as it leads to 
trust in the technology as an antecedent 
of well-being and ultimately use. Second, 
managers should account for the need to 
enhance the level of trust that users have 
in smart homes. Third, our results show 
that a high level of trust leads to greater 
consumer well-being, which are both direct 
antecedents to smart home adoption and 
usage. Indeed, well-being constitutes a 
core concept leading to smart home usage. 
Trust in smart home service providers has 
become a significant issue, as data-based 
smart home companies such as Google 
are rapidly expanding in this sector. Thus, 
managers should not only communicate the 
safe and transparent usage of their technical 
smart home services and devices but also 
the value they add to the user’s perceived 
security at home. Managers should increase 
smart home security and reliability, while 
smart home service providers should apply 
high-level security technologies to prevent 
data sharing and leakage. These steps will 
most likely lead to a high level of trust in 
both the technology and the company. 
Furthermore, the more users think that a 
smart home will increase their health, well-
being, and happiness, the likelier they are to 
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use such devices. For managers, this implies 
focusing on a comparatively small number 
of concepts encompassed by well-being 
regarding the use of smart homes because 
well-being has an even greater effect on 
smart home adoption and usage than trust. 
Hence, managers must be aware of the fact 
that customers expect to live better, more 
easily, and more happily using new techno-
logies, including AI-based smart homes, that 
simplify their lives, increase their quality of 
life, and decrease risks caused by feelings 
of insecurity and stress.

In addition to utilitarian-oriented benefits 
such as smart home control functionality, 
ease of use, convenience, time savings, cost/
energy efficiency (e.g., control of heating 
and lighting systems by remote; preheating 
homes), managers and policymakers should 
also emphasize other types of affective bene-
fits, such as their m-health/well-being-ma-
nagement potential. Improving health (e.g., 
physiological monitoring, communications 
with health care providers) is a promi-
sing market opportunity, as the market 
for m-health and elderly health care is 
increasing dramatically. The global smart 
health care market is projected to grow at 
an annual rate of 16.2% from 2020 to 2027. 
More than 40,000 health applications are 
downloadable (Krebs & Duncan, 2015). 
Managers and policymakers should also 
aim to decrease perceived sociotechni-
cal risks of dependence on technologies 
as well as perceived technology and pri-
vacy issues to increase consumer trust. In 
Europe, as prospective users are concerned 
about data and privacy issues, managers 
should support smart home development 
by including and promoting features and 
guidelines on data and privacy protection 
to build consumer trust. Policymakers 
should further increase data collection 
and usage protection laws and measures 
in the General Data Protection Regulation 

(GDPR) in Europe. However, the reality in 
firms is different, as data security is only 
rarely mentioned in marketing materials: 
only 8% of UK companies mention that 
data security is an important smart home 
communication issue (Wilson et al., 2017).

Our cultural analyses provide further inte-
resting managerial insights into sales argu-
ments. Specifically, uncertainty avoidance 
(UA) appears to be an interesting segmen-
tation variable for smart home communica-
tion and positioning. In Western developed 
countries (e.g., Europe, US, Canada) with 
high UA, a special focus should be given 
to advertising arguments that decrease the 
negative impact of privacy concerns and 
increase the positive influence of techno-
logy trust on consumers’ intention of use 
of smart homes. However, in developing 
Asian countries with lower levels of UA 
(e.g., China), arguments against perceived 
privacy risks prove to be less relevant for 
consumers’ intention of use. Nevertheless, 
sales arguments about technology trust and 
well-being through smart homes are very 
important in all these countries.

8. LIMITATIONS AND FUTURE 
RESEARCH DIRECTIONS

Although the findings of this study pro-
vide meaningful insights into the adoption 
of AI-based smart homes, certain limitations 
(that potentially might bias managerial 
implications) must be addressed. First, the 
sample may not perfectly represent the 
actual smart home target market, as only 
persons who do not already use a smart 
home were surveyed. Furthermore, the 
sample is based on snowball sampling and 
is thus not demographically representative. 
Therefore, future studies should use larger 
and demographically representative sample 
sizes that include respondents who already 
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use smart home technologies to ensure the 
generalizability of the results. Furthermore, 
as the majority of the research has been 
conducted in developed and not in develo-
ping countries, future research should also 
replicate our study in different countries 
with less or higher TRI and NRI to contribute 
to the theory of acceptance of smart homes 
by integrating cognitive (utilitarian, finan-
cial, perceived risks), health, psychological, 
emotional, and affective factors that could 
drive adoption or psychological resistance. 
The different cultural, economic, and geo-
political contexts might influence norms, 
attitudes, beliefs, and intentions about smart 
homes. Therefore, future research needs to 
investigate and compare the perception of 
the benefits and services of smart homes 
in different countries.

Respondents only expressed their views 
on smart home technology after watching a 
short video, which might not have provided 
enough information to fully understand 
all the benefits and risks of a smart home. 
Indeed, there is a bias, as the respondents 
expressed their views only on AI-powered 
smart homes after watching a short video 
but had not yet used smart homes and 
thus might have biased a priori percep-
tions and attitudes toward smart homes. 
Unfortunately, we could not control these 
a priori perceptions and attitudes (as is 
the case in most academic studies about 
new products, services, and technologies, 
including smart homes). Hence, further 
research is needed to control these a priori 
perceived risks and benefits and to gain 
a more in-depth understanding of how 
perceptions of smart homes shape the 
behavioral intention to use smart homes. 
Future studies should thus be carried out 
with innovative methodological approaches, 
with real smart homes and virtual reality as 
well as simulation, and put respondents in 
actual real-life use situations.

Another limitation is related to the smart 
home type investigated. We investigated 
health/well-being-oriented smart homes 
and did not test how adoption and usage 
depend on the type of AI-powered smart 
home. Future studies should work on 
surveillance homes that aim to process 
data to forecast and alert residents in 
case of upcoming disasters or security 
interventions and, above all, on ecological 
environment-oriented smart homes that 
promote environmental sustainability by 
enabling residents to monitor, control, 
and reduce their energy consumption. 
They should differentiate and test cross 
effects according to the profile of res-
pondents. Future studies also need to 
take into account the different types of 
smart homes, as contextual differences 
may determine the distinctive factors 
to be exhibited in the acceptance and 
adoption process.

Finally, considering internationalization as 
highly important and given that the interplay 
between culture and technology adoption 
is important and given the limited research 
on these topics, future research should 
aim to advance our understanding in this 
area by refining our study. Although we 
acknowledge the important role of culture 
in affecting technology adoption, we did not 
measure other cultural values of Hofstede’s 
framework, such as collectivism/individua-
lism, social influence, power distance, and a 
long-term orientation, in the three countries 
where we conducted the study. This is an 
oversimplified view, as there is strong cultu-
ral heterogeneity within countries. Little 
research has examined cultural values at 
the individual level in technology adoption. 
Future research should thus examine the 
role of culture at the individual level, as it is 
important to understand how individuals’ 
cultural value systems might impact their 
behaviors.
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Appendix A: PROCESS syntax

Purpose Ind. var. PROCESS Syntax

Model 
estimation 

+ 
mediation 
analysis

EE

process y=BI/m=PE SWB/cov=T Age Gender IoT Student Employ Worker 
Manage Unemploy SelfEmp Craft/x=EE/conf=95/bmatrix=1, 1, 1, 0, 1, 1/
cmatrix=0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 
1, 1, 1, 1, 1, 1.

PC

process y=BI/m=T SWB/cov=PTS EE PE Age Gender IoT Student Employ 
Worker Manage Unemploy SelfEmp Craft/x=PC/conf=95/bmatrix=1, 0, 1, 
0, 1, 1/cmatrix=1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 
1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1.

PTS

process y=BI/m=T SWB/cov=PC EE PE Age Gender IoT Student
Employ Worker Manage Unemploy SelfEmp Craft/x=PTS/conf=95/
bmatrix=1, 0, 1, 0, 1, 1/cmatrix=1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 0, 1, 1, 1, 1, 
1, 1, 1, 1, 1, 1, 1, 1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1.

Moderation 
analysis

EE

process y=BI/m=PE SWB/cov=T Age Gender IoT Student
Employ Worker Manage Unemploy SelfEmp Craft/x=EE/w=Country/
mcw=1/conf=95/bmatrix=1, 1, 1, 0, 1, 1/cmatrix=0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 
1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1/wmatrix=1, 1, 1, 0, 
1, 1.

PC

process y=BI/m=T SWB/cov=PTS EE PE Age Gender IoT Student Employ
Worker Manage Unemploy SelfEmp Craft/w=Country/mcw=1/x=PC/conf=95/
bmatrix=1, 0, 1, 0, 1, 1/cmatrix=1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 0, 1, 1, 1, 1, 1, 1, 
1, 1, 1, 1, 1, 1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1/wmatrix=1, 0, 1, 0, 1, 1.

PTS

process y=BI/m=T SWB/cov=PC EE PE Age Gender IoT Student
Employ Worker Manage Unemploy SelfEmp Craft/w=Country/mcw=1/
x=PTS/conf=95/bmatrix=1,0,1,0,1,1/cmatrix=1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 
1, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 0, 0, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1, 1/wmatrix=1, 
0, 1, 0, 1, 1.
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